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Kód kurzu: S3 
Studenti jsou v rámci školení seznámeni s funkcemi a komponentami NGFW. Součástí školení jsou praktická cvičení
zahrnující základní nastavení včetně směrování, řízení provozu nebo pravidel NAT. Zájemci o kurz si taktéž vyzkouší
pokročilé nastavení inspekčních komponent jako například IPS, SSL dekrypce nebo Anti-malware kontrola.

 

Uvedené ceny jsou bez DPH. 
 
Termíny kurzu 

Uvedené ceny jsou bez DPH.  

Co Vás naučíme
Základní instalace NGFW modulu
Základní konfigurace centrální správy firewallů
Implementace a správa pravidel NAT, ACL
Implementace Threat Intelligence
Popis a implementace Intrusion Policy
Detekce a analýza malware
Dešifrování TLS provozu
Základy a implementace site-to-site VPN
Základy a implementace Remote Access VPN
Nástroje pro troubleshooting 

Požadované vstupní znalosti 

Znalosti základních pojmů z oblasti Internetworkingu, OSI modelu, TCP/IP protokolu v rozsahu školení A0/ICND1 a

základy firewallu v rozsahu školení S2.

Pobočka Dnů Cena kurzu ITB

Praha 5 53 900 Kč 0

Bratislava 5 2 230 € 0

Datum Dnů Cena kurzu Typ výuky Jazyk výuky Lokalita

Next Generation Firewall (NGFW)
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